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1. Create a permission set "Approved Resilient Access"

 

2. Click on Manage Assignments and add the Salesforce Admin users who will have access to the
Resilient Access Admin Console application

3.  add "Tnaas" to Assigned Connected Apps 
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http://developer.resilient-networks.com/tnaas-guide/wp-content/uploads/2015/05/TNAAS_Create_PermSet.png
http://developer.resilient-networks.com/tnaas-guide/wp-content/uploads/2015/05/TN-connected-app-access1.png
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4.  In "Approved Resilient Access" permission set, enable the system permissions of View Encrypted
Data. From the ApprovedResilient Access permission set page from the System  section, click on System
Permissions. In the System Permissions  page, click the Edit  button to go into edit mode and check the 
View Encrypted Data system property.

5. Setup the users who have access to the Resilient Access application as follows:

a. From Manage Apps select Connected Apps

b. Click  Edit for the Resilient Access app and from the OAuth policies section select "Admin approved
users are pre-authorized" for Permitted Users

c. Save the Resilient Access connected app properties.
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http://developer.resilient-networks.com/tnaas-guide/wp-content/uploads/2015/05/TN-view-encrypted-data1.png
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6. Add "Trust-Network" tab to the Salesforce tabs, by clicking the + button in the Salesforce menu and
then Customize My Tabs  and then adding Trust_Network to the Selected Tabs
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7. Post install process will create a scheduled apex job which runs every 8 hours to clean up stale
Resilient Access session objects.
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