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Time
Stamp

Thu, 9
Nov
2017
20:46:51
+0000

Thu, 9
Nov
2017
20:30:11
+0000

Thu, 9
Nov
2017
20:19:24
+0000

Thu, 9
Nov
2017
19:33:14
+0000

Email Address

ula@resilient-
networks.com

super.admin@anycorp.com

super.admin@anycorp.com

ethan.ayer@resilient-
nefworks.com

Policy Name

AnyCorp_Box_Ext_User_Provision

AnyCorp_External_User_Login

AnyCorp_External_User_Login

AnyCorp_Box_Ext User_Provision

IP Address

104.244.24.20

104.244.24.20

104.244.24.20

104.244.24.20

Previous

Browser &
0s

Mozilla
Windows
10.0.

Chrome
46.0.2486.0
Windows
10.0.

Chrome
46.0.2486.0
Windows
10.0.

Chrome
61.0.3163.100
0S X 10.12.6

1 2

Access
Decision

GRANT

DENY

DENY

GRANT

3 < 5 8

Granted Authorities

Box_User_Provision,
Box_User_Security_Questions,
Box_SMS_Authentication,
SMS Authentication,
Box_GAuth_Selector,
Box_No_Google_Auth,
Box_User_Activate,
Box_Welcome_Email

Box_User_Password_Lockout,
Box_User_Authentication

Box_User_Password_Lockout,
Box_User_Authentication,
Box_Select_SMS_Or_GoogleAuth,
Box_SMS_Authentication

Box_User_Provision,
Box_User_Security Questions,
Box_SMS_Authentication,

SMS Authentication,
Box_GAuth_Selector,

Google Authenticator Provisioning,
Box_User_Activate,
Box_Welcome_Email

Next

Denied
Authorities

The Audit Logstab isatabular display of audit log data sorted by date/time for visibility into external
users usage of Resilient Access for Box.

The system records the date/time, which user access policy was executed, the 1P address, the browser and
OS used to execute the user access policy.
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In the case of issues with the system, the Denied Authorities can be used by admins to troubleshoot which
part of the system might not be functioning correctly.
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